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Encryption in legacy video conferencing Encryption in Tixeo video conferencing

Unique Tixeo encryption architecture

Communication flow

TLS link encryption

AES end-to-end encryption

Communication flow

SRTP Link Encryption

In any case, the 
confidentiality of 
your communications 
is guaranteed.

Tixeo security applies regardless 
of the number of participants you 
invite to your meetings.

The unique architecture of Tixeo allows, 
even in multipoint meetings, a real 
end-to-end encryption (from client to 
client) of audio, video & data streams 
while passing through a server 
(End-to-End encryption AES 256), while 
keeping a great adaptability to network 
variations.
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